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Conformity Assessment Body
1 Name: datenschutz cert GmbH
   VAT No.: DE 260 557 462
   Address: Konsul-Smidt-Str. 88a, 28217 Bremen, Germany
   Internet: www.datenschutz-cert.de
   The Certificate of Accreditation is available at
   http://www.dakks.de/as/ast/d/D-ZE-16077-01-00.pdf
   Head of Conformity Assessment Body: Klaus-Werner Schröder
   Inquiries shall be sent to office@datenschutz-cert.de

National Accreditation Body
2 Name: Deutsche Akkreditierungsstelle GmbH
   Address: Spittelmarkt 10, 10117 Berlin, Germany
   Internet: www.dakks.de

Trust Service Provider Assessed
3 Name: AKD d.o.o.
   Address: Savska cesta 31, HR-10000 Zagreb, Croatia
   www.akd.hr

Audit Details
4 Requirements: ETSI EN 319 401, ETSI EN 319 411-1, ETSI EN 319 411-2
5 Kind of audit: stage 1 audit, stage 2 audit
6 Goal of audit: assessment of conformity
7 The full annual audit (stages 1 and 2) is based on
   • documentation provided by the organization assessed,
   • interviews with employees and management,
   • remote audit.
Summary

The audit was performed as a full annual audit of the trust service provider AKD d.o.o., HR-10000 Zagreb, Croatia. The stage 2 audit was conducted after successful completion of stage 1 audit. The audit (stage 1 and stage 2) took place from 19.04.2021 to 30.05.2021 and covered the period from 31.05.2020 to 30.05.2021.

Due to travel restrictions because of the Covid-19 pandemic the audit was carried out as a remote audit supported by live transmission of video streams. The possible impact on the audit results was assessed in advance by the auditor to be low or very low.

The audit was performed according to the European Standards ETSI EN 319 401 (C), ETSI EN 319 411-1 (B), and ETSI EN 319 411-2 (A).

The trust services audited are described in the following policy and practice documents of the trust service provider:

1. AKD d.o.o., AKD PKI, Certificate Policy, Edition 2.4, Status: May 1, 2020
2. AKD d.o.o., HRIDCA Certification Practice Statement, Edition 2.2, Status: May 1, 2020
3. AKD d.o.o., eOIPKI Disclosure Statement, Version 1.1, Status: 20.04.2018
4. AKD d.o.o., KIDCA Certification Practice Statement Lite, Edition 1.4, Status: May 1, 2020
5. AKD d.o.o., KidCA Policy Disclosure Statement (n), Edition 1.3, Status: 15.07.2019

Issuing Certificates signed by AKDCA Root

The full annual audit covered the service provided under the CA certificate:

Issuer: CN = AKDCA Root; O = AKD d.o.o.; C = HR
Serial No.: 46 1f a5 93 fa 83 52 (hex); 5052939008007111506 (dec)
Valid from: June 1, 2015, 17:08:08 (CET)
Valid to: June 1, 2030, 17:08:08 (CET)
Certification Authority: CN = HRIDCA; O = AKD d.o.o.; C = HR
Information on Algorithm: SHA256RSA; Length of RSA modulus: 4096 bits
Public key (ASN.1-notation):

30 82 02 0a 02 82 02 01 00 e3 bf f7 20 3b 3d 3f 41 7f d1 f6 21 77 bc f3 73 2e dd 6c
bb eg 1f f2 9a e8 a8 50 a2 50 29 be 90 5f 5c 5a 5a 80 89 43 4e 1b da 87 a6 3c a3 1b
3b 90 d5 09 f4 c9 6f 4b ff 35 76 1e b2 22 6e 43 b4 b9 b1 d9 28 74 4e bc 9e 68 52 13
This service is referred to as “HR electronic IDentity”. The service issues certificates for nonrepudiation and authentication where the private signing keys reside in a secure signature creation device (Croatian electronic identity card). Furthermore, the service issues certificates for electronic identification. The documents governing the service are identified above, cf. [1], [2], and [3].

The full annual audit covered the service provided under the CA certificate:

Issuer: CN = AKDCA Root; O = AKD d.o.o.; C = HR
Serial No.: 34 7a 05 b5 f8 c0 2d 94 (hex), 3781341116251516308 (dec)
Valid from: December 28, 2016, 15:28:53
Valid to: December 28, 2031, 15:28:53
Certification Authority: CN = KIDCA; O = AKD d.o.o.; C = HR
Information on Algorithm: SHA256RSA; Length of RSA modulus: 4096 bits
Public key (ASN.1-notation):

Thumbprint of the certificate (SHA256):
558f46ff83b6dd3ccdceba5db7bb1803c830b74c38d7db4e1218e8834ab4
This service is referred to as “HR commercial IDentity”. The service issues certificates for nonrepudiation and authentication for natural as well as legal persons where the private signing keys reside in a secure signature or seal creation device (AKD-eID-Card 1.0). Furthermore, the service issues certificates for electronic identification. In addition, the service issues certificates for nonrepudiation and authentication for natural as well as legal persons where the private signing keys is generated and managed by a qualified trust service provider (i. e. AKD d.o.o.). Those keys are applied when residing in a qualified signature or seal creation device, respectively. The service is referred to as “KIDCA remote services”. The documents governing the services are identified above, cf. [1], [4], [5], and [6].

Root Certificate AKDCA Root

The full annual audit covered the root CA certificate, which issued the aforementioned subordinate CA certificates. It is identified by

Issuer: CN = AKDCA Root; O = AKD d.o.o.; C = HR
Serial No.: 3c 72 d6 29 80 83 (hex), 3781341116251516308 (dec)
Valid from: May 25, 2015, 14:59:36
Valid to: January 19, 2038, 05:14:07
Certification Authority: CN = AKDCA Root; O = AKD d.o.o.; C = HR
Information on Algorithm: SHA256RSA; Length of RSA modulus: 4096 bits
Public key (ASN.1-notation):

```
30 82 02 0a 02 82 02 01 00 b5 1c 1f b3 92 80 7c 0f 20 99 be ec 7e 35 c6 6d 1e 74 33
6c 13 76 ba b5 3d 22 b6 9f 8a 05 40 65 19 56 3c 8f f5 1d 59 f4 6e 7f b6 b6 00 1a 00 ac
4a 35 ed a7 7d 1a 7e d5 14 3b 2f 2e d8 3f d3 67 10 ef 26 60 50 9e e9 3f 66 15 90 eb
2c b5 87 6a 09 de a4 38 f8 98 aa e5 a3 37 96 c2 e7 b9 f1 ob 9c d6 8a 34 e3 f1 26 3b
ff 47 55 4c 08 b8 3d c7 9a f5 6a 96 2f 9d d5 c1 67 9a 53 od 00 e8 f9 f1 f9 21 9e 4c
86 ed db 1c 02 bf 24 03 25 35 fe db 01 f6 87 c4 5d 27 97 14 fi 66 86 ei c8 79 ea 29
90 26 9a 4b d7 08 71 dc 3c 08 e1 cf 2a 99 ad 56 78 c8 d4 55 fe 36 bd 45 2c ob 60
```
The audit was completed successfully without critical findings.

For contact information, see page 2.
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